
Abatis for ATM and POS

Protect Your Automated Teller Machines and Point of Sale Terminals from Theft
Proactive Protection No Updates Required Fast Safe Efficient Low Power Consumption Evaluated

Extremely Small Footprint (<100KB)  Fit-and-Forget  Protects Legacy and New Operating Systems

Can Identify and Isolate Existing Malware Infections  Works with Existing Security Tools  Easy to Use

Reduces Maintenance Burden  Improve Green Credentials through Energy Saving  Real-Time Reporting

Logical attacks
• Attacks increasing globally
• Loss per attack: from $150,000 

up to millions of dollars
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Abatis stops malware being 
installed which stops 
subsequent data theft

Abatis is pleased to 
announce a Cyber 

Malware Protection 
System created 

specifically to meet the 
needs of the Financial 
Services Sector and 

organisations using Point 
Of Sale (POS) Terminals.  
Abatis prevents logical 

attacks by stopping 
malware and hacking 

tools being deposited on 
the target device thereby 

stopping exploitation.

Malware & Black Box 
Attacks

Average $104,000 per 
incident 
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For Further Information Please Contact: Tel: +44 (0) 7780 698087    info@abatis-hdf.com www.abatis-hdf.com

75% of Logical Attacks against ATMs and POS terminals
are by Malware (a further 11.36% use Black Box methods)
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